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MODIFICACIONES
FECHA | APARTADO MODIFI- CAUSA DE MODIFICACIONES
CADO
120101 - Emisién del Manual
121024 | Clasificacion de la infor- | ARadida “Publica”
150507 - Adaptacién a la version 2013
161102 | Proveedores y clientes | Auditoria Interna 2016
180219 Mejora continua Auditoria Interna 2017
180910 Mejora continua Modificacion de AZTI por AZTI
090919 | Clasificacion de la infor- | |dentificacion confidencial y publico
150722 Mejora continua Auditoria externa 2022
210423 | Clasificacion de lainfor- | o ics o Interna
macion
29102025 Mejora continua Inc':orpor.ac.lon de F:omentar/os sobre compro-
miso objetivosy difusion

POLITICA DE SEGURIDAD DE LA INFORMACION

En AZTI somos un referente en el campo de la investigacién alimentaria y marina,

ofreciendo conocimiento, soluciones y avances tecnoldgicos asociados a estos cam-

pos tanto a la sociedad como a las empresas clientes. Por la propia naturaleza de la

fundacién, resulta inherente a nuestro trabajo el compromiso de todas las personas

de nuestra organizacion con la Seguridad de la Informacion tanto propia como de

clientes. Por todo esto hemos fijado entre nuestros valores:

¢ laimplantacion de un Sistema de Gestion de la Informacion que afecta a:

o toda la informaciéon adquirida, almacenada y procesada por cual-
quier sistema de informacion en AZTI, automatizada y no automati-
zada.

o Todas las personas empleadas contratadas fijas y temporales de
AZTI con acceso a la informacion propiedad de AZTI (entre otros,

becarias y becarios, estudiantes en practicas, etc).
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e Garantia de confidencialidad de la informacién y datos de clientes, que ase-
gure un servicio fiable y de calidad.

e Compromiso con la seguridad de nuestros activos y los de nuestros clien-
tes.

e Compromiso de cumplimiento de la legislacién y la reglamentacion que
afecta a nuestras actividades, asi como al resto de legislacién. En este
sentido, en el sistema de cumplimento legal se han incluido instrucciones
y procedimientos para garantizar la seguridad y confidencialidad de la in-
formacion, asi como, las revisiones aleatorias para garantizar el cumpli-

miento de las mismas.

Consecuentemente, AZTI manifiesta y asume los siguientes compromisos y principios
de Gestién de la seguridad de la informacion:

e Poner a disposicidon de nuestro personal los recursos humanos especializados
en seguridad de la informacién, asi como medios técnicos disponibles mas
adecuados, asegurando la confidencialidad, disponibilidad e integridad de los
resultados de nuestro esfuerzo.

e Informary formar a todas las personas desde el momento de su incorporacion
de todos los procedimientos y sistemas implementados para garantizar la se-
guridad de la informacion.

e Mantener vivo nuestro compromiso de mejora continua del sistema de Seguri-
dad de la Informacion.

o Objetivos medibles y alineacion con el apetito de riesgo: AZTI se compromete
a establecer objetivos de seguridad de la informacion medibles, en consonan-
cia con esta Politica, y a vincularlos explicitamente con el apetito de riesgo
definido por la Direccién. Esto significa que la Direccion fijara anualmente ob-
jetivos concretos y definira el nivel de riesgo aceptable para la organizacién en
materia de seguridad. La Politica declara que estos objetivos de seguridad se-
ran monitorizados y revisados periddicamente, y que no se asumiran riesgos
por encima del apetito aprobado. De este modo, la Politica integra la gestién
de riesgos con la planificacion de objetivos, asegurando que las iniciativas de
seguridad aportan valor y reducen los riesgos dentro de niveles tolerables. ¢

Compromiso de proporcionar recursos y reporte periddico: La Direccion de
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AZTI garantiza en la Politica que se dotaran los recursos necesarios (huma-

nos, tecnologicos y financieros) para implantar y mantener efectivamente el

SGSI. Igualmente, la Politica establece el compromiso de la organizacion de

realizar informes periédicos a la alta direccion sobre el estado del SGSI. En

particular, la Direccion General recibira un informe trimestral con los principales

indicadores de desempefo de seguridad (cumplimiento de objetivos, inciden-

tes ocurridos, estado de tratamientos de riesgos, etc.). Este reporting regular

permite a la Direccién evaluar la eficacia del sistema e impulsar mejoras. Con

este punto, AZTI deja explicito en su Politica que la seguridad de la informacién

no es un esfuerzo puntual sino un proceso continuo respaldado por la direc-

cion, con asignacion de presupuesto, personal cualificado (incluyendo el

puesto de Responsable de Seguridad) y seguimiento frecuente de resultados.

¢ Difusion y entendimiento de la Politica: AZT| asegura que esta Politica, con

todos sus compromisos, es comunicada, entendida y aceptada por todas las

personas de la organizacién y esta disponible para partes interesadas perti-

nentes. La actualizacién de la Politica para incluir los puntos anteriores sera

difundida mediante formaciones y comunicaciones internas, reforzando la con-

cienciacion de todos los empleados sobre los objetivos de seguridad y la im-
portancia de su contribucion.

Asimismo, verifica que el Sistema de Seguridad de la Informacién implantado se man-

tiene efectivo mediante la realizacién de auditorias internas y su revision periodica.

Esta Politica ha sido aprobada por la Direccién General de AZTI. Cualquier infraccion

sobre la misma sera tratada como una falta que podria acarrear medidas disciplina-

rias.
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